**INFORMACJA O MONITORINGU**

**W związku z funkcjonowaniem na terenie obiektów Zespołu Szkół Gastronomicznych i Handlowych w Bielsku-Białej monitoringu wizyjnego istnieje możliwość przetwarzania Pani/Pana danych osobowych w formie zarejestrowanego obrazu wizerunku osobistego.**

**Zgodnie z art. 13** **ust. 1 i ust. 2 rozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku   
z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (ogólne rozporządzenie o ochronie danych) (Dz.U.UE.L.2016.119.1) – dalej jako „RODO” informuję, że:**

1. Administratorem Danych Osobowych zawartych w systemie monitoringu wizyjnego jest : Dyrektor Zespołu Szkół Gastronomicznych i Handlowych w Bielsku-Białej, ul. Wyspiańskiego 5.
2. Kontakt z Inspektorem Ochrony Danych możliwy jest pod adresem e-mail: [iod.gastronom@cuw.bielsko-biala.pl](mailto:iod.gastronom@cuw.bielsko-biala.pl), pod numerem telefonu: 33 812-44-29 lub korespondencyjnie na adres podany w pkt. 1.
3. Przetwarzanie danych za pomocą monitoringu wizyjnego odbywa się w celu zabezpieczenia placówki oraz zapewnienia bezpieczeństwa osób przebywających na terenie placówki zgodnie z art. 68 ust. 1, pkt 6, art. 108a ustawy z dnia 14 grudnia 2016 r. Prawo Oświatowe oraz art.22² ustawy z dnia 26 czerwca 1974 r. – Kodeks Pracy.
4. Monitoring wizyjny obejmuje:

- budynek przy ul. Stanisława Wyspiańskiego 5 - wejście główne do budynku szkoły, wejście z tyłu budynku szkoły, korytarze na każdej kondygnacji

- budynek przy ul. Jana Sobieskiego 15 - wejście główne do budynku szkoły, podwórko z tyłu szkoły, korytarze na każdej kondygnacji

1. Zapisy z monitoringu przechowywane będą aż do nadpisania (w zależności od wielkości nagrań) maksymalnie do 30 dni lub do czasu prawomocnego zakończenia postępowania prowadzonego na podstawie przepisów prawa.
2. Dane osobowe będą udostępniane wyłącznie podmiotom uprawnionym do ich otrzymania na podstawie przepisów obowiązującego prawa.
3. Dane osobowe nie będą przekazywane do państwa trzeciego lub organizacji międzynarodowej.
4. Każdemu, kogo dane dotyczą przysługuje prawo:

* dostępu do swoich danych oraz otrzymania ich kopii;
* sprostowania (poprawiania) swoich danych;
* do usunięcia danych osobowych, w sytuacji, gdy przetwarzanie danych nie następuje w celu wywiązania się z obowiązku wynikającego z przepisu prawa;
* do ograniczenia przetwarzania danych;
* do wniesienia sprzeciwu wobec przetwarzania danych;
* do wniesienia skargi do Prezes UODO (na adres Urzędu Ochrony Danych Osobowych, ul. Stawki 2, 00 - 193 Warszawa).

1. Dane z monitoringu nie będą wykorzystywane do podejmowania zautomatyzowanych decyzji, nie będą wykorzystywane w celu profilowania.